
Platinum Next Emprende Privacy Policy 
 
Thank you for downloading and using the Equipo Vision Int, Inc., (Platinum Next Emprende), 
App. This app was created by an AmwayTM Approved Provider and is intended for the sole 
use of Platinum Next Affiliated Independent Business Owners (IBOs). This App was created by 
EVI.  

The purpose of this Privacy Statement is to inform you about the types of information we might 
collect about you when you use our App, how we may use that information, whether we 
disclose it to anyone, and the choices you have regarding our use of, and your ability to correct, 
that information. While the App is designed for smartphones and tablets, it can also be viewed 
as a website. This Privacy Policy and its intent equally applies to the web site version and while 
certain methods may change these policies remain the same.  

What Information We Collect and How It Is Used  

Any information we collect on our App generally falls into the following categories: Personally 
Identifiable Information or Aggregate Information.  

Personally Identifiable Information refers to information that lets us know who you are or things 
specifically about you.  

Guests: Guests can view only certain areas of this App that are publicly available. The App 
doesn’t ask for nor requires the guest to disclose any personally identifiable information. While 
guests could fill out the Registration form, if a registration is received for which there is not a 
corresponding entry in the Platinum Next affiliated IBO database the request is deleted and no 
follow up action is taken.  

B. Platinum Next 
Affiliated IBOs  

This App has a Registration form that asks for some information. The information needed 
is used to create an account to allow an IBO to login and use the App and to verify that the 
person making the request is an Platinum Next affiliated IBO. Beyond that need, none of the 
information requested on this form is ever shared with anyone. The Profile section allows the 
App user to enter specific information about themselves and to take and display a picture. None 
of this information is available to anyone other than the user providing the information and the 
administrator of the backend of the app.  

2. Aggregate Information This refers to information that does not, by itself, identify you as 
a specific individual. Such information would include the type of device used to access this App, 
your Internet Protocol (“IP”) address (a number automatically assigned to your computer 
whenever you surf the Web), your operating system and browser type.  



We may collect, compile, store, publish, promote, report, or otherwise disclose or use any 
Aggregate Information, provided that such information does not personally identify you. We do 
not correlate any Personally Identifiable Information with the Aggregate Information that we 
collect on this App. If we do correlate any Aggregate Information with you, it will be protected 
like any other Personally Identifiable Information under this Privacy Statement.  

Sharing Your 
Information  

Except as disclosed in this Privacy Statement, we do not sell, trade, rent or otherwise 
retransmit any Personally Identifiable Information we collect online unless we have your 
permission. Any Personally Identifiable Information you provide to us will be stored in our 
databases.  

From time to time, we may provide Personally Identifiable Information in response to court 
order, subpoena, or government investigation. We also reserve the right to report to law 
enforcement agencies any activities that we in good faith believe that such release is 
reasonably necessary to enforce or apply our Terms of Use or to protect the rights, property, 
and safety of others and ourselves.  

Accessing and Correcting Your Information  

We take reasonable measures to ensure that Personally Identifiable Information we collect on 
this App is accurate, current, complete and reliable for its intended use. If you wish to update 
or otherwise correct Personally Identifiable Information you have provided to us, contact us as 
described in the “Contact Us” section, below and we will assist you.  

Protecting your Information  

It is your responsibility to safeguard the password you use to access this App and to promptly 
advise Platinum Next if you ever suspect that your password has been compromised. We 
strongly encourage your to change your password regularly to prevent unauthorized access. 
Because your username and password are specific to you, you acknowledge sole 
responsibility for any and all use of this App Site conducted with your identification number and 
password.  

Links to Other Websites  

Links to third-party Web sites may be provided solely for your information and convenience.If 
you use these links, you will leave the App. This Privacy Statement does not cover the 
information practices of those Web Sites linked to this App, nor do we control their content or 
privacy policies. We suggest that your carefully review the privacy policies of each site you 
visit.  



Changes to this Statement  

Any updates or changes to the terms of this Privacy Statement will be posted here on this App 
and the date of the newest version posted below. Please check back frequently, especially 
before you submit any Personally Identifiable Information in this App, to see if this Privacy 
Statement has changed. By using this App, you acknowledge acceptance of this Privacy 
Statement in effect at the time of use.  

Permissions Requested  

iOS Permissions These are the permissions that this App 
will always ask for: Send Push Notifications Location Data  

If the user performs an action that triggers them: 
Access to photos/Videos Login to Twitter Access 
to Calendar Access to Maps  

Android Permissions Installing the 
App from Google Play  
This is the complete list of permissions asked by this App:  

Identity: This gives the App access to the profile data of the user. This is what lets us find a 
Twitter or Facebook account of the users, if they want to use those services.  

Location: This includes both the approximate, network-based location, as well as the more 
precise GPS-based location, if the user has activated GPS on their device.  

Phone: This is what lets users make one-touch calls through the “Contact” section.  

Photos/Media/Files: This lets you choose a file on your device to upload through the “Submit” 
section  

Wifi Connection Information: This lets the application know whether there is a connection to be 
able to download content.  

Device ID & Call information: We use this to be able to send push notifications. We only see an 
internal device ID that’s attributed to every device - so there's no way for us to be able to 
identify any individual users.  

Contact Us  



If you have any concerns about our use of your information or about this Privacy Statement, 
please send an email to support@equipovisionint.com, or call (559)455-9102. We will make 
Every reasonable effort to address your concerns and remedy any problems you bring to our 
attention.  

Effective January 1, 2019. © 2019 Equipo Vision Int, Inc., U.S.A, all right reserved.  
 


